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1. Introduction

These steps need to be carefully followed to deploy TruView Global (TVG) to Amazon Web Service. It
assumes you have some knowledge in IT.

This document describes in a step-by-step method, how you can utilized a pre-configured installation of
TruView Global and “clone” that installation to your account. It assumes you are setting up new “Virtual
Computers” in a fresh manner, starting from scratch. If you already have a virtual computer(s) setup on
AWS you may also be able to use these instructions.

We have created an AMI (Amazon Machine Image) that you can use as a preconfigured setup. The
instructions we provide will walk you through the following steps.

1. Creating a new Amazon account
2. Configure a virtual computer
a. We have provided specific choices of the size, and type of CPU, Memory, etc. that is sufficient for
using TruView Global in nearly every case. If you have extreme needs, you can easily scale up
this deployment if the need should arise in the future.
3. Once you have a computer configured, you will copy/clone the AMI we have preconfigured that has a
working copy of TruView Global ready to go.
4. You'll need to also configure another virtual computer to run the CLM license server
a. This second computer is a minimal resource computer and just runs a small licenses server (CLM)
to allow the TruView Global software to be licensed.
b. You will install the CLM license server software on that computer
5. Once you have these two computers properly configured your final step will be to install the license EID
provided as part of your purchase transaction and you will be up and running.

2. Creating an Amazon Web Service Account

Go to - http://aws.amazon.com/

=— Menu amazon English ~ My Account ~ Sign Up
webservices Mt I

Click Sign Up
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Sign In or Create an AWS Account
What is your e-mail or mobile number?

E-mail or mobile number:

« Iam anew user.

I am a returning user Run Your Code without Managing Servers
and my password is:
Try AWS Lambda
|
for Free Today

L Sign in using our secure server @
Forgot your password? Learn more

You will be prompted to enter an email address, and check “l am a new user” if you do not have an AWS
account set up. Follow the prompts to enter in the information needed.

= Menu amazon English ~ My Account ~ Sign U
— b gl Y ign Up

MY ACCOUNT

Billing & Cost Management

Security Gredentials

Once you have created an account, go to My Account > AWS Management Console. Enter your
Username / Password, and sign in.
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3. Creating a TruView Global Cloud Machine on AWS

AWS ~ Services ~

Amazon Web Services

EC2

“irtual Servers in the Cloud $

i

Storagg & Content Delivery *
i 2

Scllable Storage in the Cloud s

-

®

oo 00T

m

ironments with Cloud Storage

acier
hive Storage in the Cloud

Ve B o

loudFront

o W

C' | https://us-west-1.console.aws.amazon.com/ec2/v2/home?region=us-west-1#Images:sort=name

|l EC2 Management Conso

L=

52 Apps TVGlobal [BJ Gmail ¥ Gmaps - Jira Egnyte () Leica WebEx ® Bitbucket ['] Cyclone 9 Sales Tools

AWS v Services v

Events
Tags
Reports
Limits

INS CES
Instances
Spot Requests

Reserved Instances

=] IMAGES

>

Bundle Tasks

Administration & Security

Application Services
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Resource Groups

A resource group is a collection of
resources that share one or more tags.
Create a group for each project,

application, or envircnment in your
account.

Create a Group Tag Editor

Additional Resources

Getting Started

Deblovment & Manaaement

EC2 Dashboard e

Public images v Q Filt

Directory Service E_ sSQSs

Managed Directories in the Cloud Message Queue Service
Identity & Access m[ SWF

IWanagement ";".'arl_f.ﬂa‘-_h‘ Service for Coordinating
Access Control and Key Application Components
Management - AppStream

Trusted Advisor L Low Latency Application Streaming
AWS Cloud Optimization Expert atw Elastic Transcoder
CloudTrail L Easy-t}:l_se Scalable Media

User Activity and Change Tracking Transcoding

Conf ® 5o

Rescurce Configurations and Email Sending Service

Inventory :1 CloudSearch
CloudWatch Managed Search Service
Resource and Applic ation 2 API Gateway

Monitoring :1= Build, Deploy and Manage APls

Service Catalog
Perscnalized Catalog of
Resources

IMobile Services

r:-] Cognito

User dentity and App Data

Actions v

You do not own any Images matching yo
Use the filter controls above to view Images ow

Find more than 500 AMIs of popular Open Sour:

\E‘:ﬁwg mar

See our documentation to get started
and learn more about how to use our
services.

AWS Console Mobile App

View your resources on the go with our
AWS Consocle mobile app, available
from Amazon Appstore, Google Play,

»

Bill wallace v

EU (Frankfurt)
Asia Pacific (Singapore)
Asia Pacific (Tokyo)
Asia Pacific (Sydney)

South America (Szo Paulo)

Click AMIs and change your region to look in US West (N.California)
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EC2 Dashboard Actions v
-
Events < o # 0
Tags Public images « search @ TruView (2] 1to 10f1
Reports
Limits Nal AMI Name -~ AMIID Source Owner
—| INSTANCES TruView Global 1.0.0 Release VM ami-3bdf207f 963382491367/T... 96338249136
Instances

Spot Requests
Reserved Instances

AMis
Bundle Tasks

Make sure you are searching in Public images.
Perform a search for “TruView” and you will see an AMI Name of TruView Global 1.0.0 Release VM

i‘i AWS v Services v Bill Wallace v  N. California +  Support

EC2 Dashboard @Actions w
Events

o B 0
Tags Public images « Q search : TruView (2] 1to10f1
Reports
Limits [ ] Name AMI Name -« AMIID Source Owner
—| INSTANCES [ ] TruView Global 1.0.0 Release VM ami-3bdf207f 963382491367/T... 96338249136
Instances

Spot Requests
Reserved Instances

AMis
Bundle Tasks

Select TruView Global 1.0.0 Release VM
Click Launch
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AWS ~ Services ~ Bill Wallace ~  N. California ~  Support
1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group
Step 2: Choose an Instance Type
Amazon EC2 provides a wide selection of instance types optimized to fit different use cases. Instances are virtual servers that can run
applications. They have varying combinations of CPU, memory, storage, and networking capacity, and give you the flexibility to choose the
appropriate mix of resources for your applications. Learn more about instance types and how they can meet your computing needs.
Filter by: = All instance types Current generation Show/Hide Columns
Currently selected: m4 . large (6.5 ECUs, 2 vCPUs, 2.4 GHz, Intel Xeon E5-2676v3, 8 GiB memory, EBS only)
Family - Type ~| vCPUs () ~ M[ZTBO:IW = lnst?g;' ?tioz.rﬂge ” E;i:::}tli:i.zie;i = Peﬂ;:
General purpose 1 1 E8S only : Low to
General purpose 2.small 1 2 EBS only - Lowto
General purpose t2.medium 2 4 EBS only - Low to
General purpose t2.large 2 8 EBS only - Low o
[ ] General purpose md large 2 8 EBS only Yes ot
ﬁ General purpose md xlarge 4 16 EBS only Yes F
General purpose md_2xlarge 8 32 EBS only Yes F
General purpose md . 4xlarge 16 64 EBS only Yes F
General purpose m4.10xlarge 40 160 EBS only Yes 10c
General purpose m3.medium 1 3.75 1x4(S5D) - Mot
3
Cancel | Previous Next: Configure Instance Details

@ Feedback (@ English Privacy Policy ~ Terms of Use

Select General purpose - m.4.large
Click Next: Configure Instance Detail
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AWS ~ Services ~ Bill Wallace ~  N. California ~  Support

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group

Step 3: Configure Instance Details

Configure the instance to suit your requirements. You can launch multiple instances from the same AMI, request Spot Instances fo take
advantage of the lower pricing, assign an access management role to the instance, and more.

Number of instances () 1
Purchasing option (i) Request Spot Instances
Network (i) vpc-7e43991b (172.31.0.0/16) (default) v| C create new VPC
subnet (i) No preference (default subnet in any Availability Zo ¥ Create new subnet
Auto-assign Public IP (i) Use subnet setting (Enable) v
Placement group (i) [No placement group v
IAM role (i) None v| C Create new IAM role
Shutdown behavior (j) Stop v
Enable termination protection (i) Protect against accidental termination
Monitoring () Enable CloudWatch detailed monitoring

Additional charges apply.

EBS-optimized instance (j) # Launch as

Tenancy (i) Shared tenancy (multi-tenant hardware) v
Additional charges will apply for dedicated tenancy.

» Advanced Details

Cancel | Previous EGGUCEVELLEEULIS M Next: Add Storage

@ Feedback (@ English Privacy Policy ~ Terms of Use

You can use all default setting here, click Next: Add Storage
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ii AWS ~ Services ~ Bill Wallace ~  N. California ~  Support

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group

Step 4: Add Storage
Your instance will be launched with the following storage device settings. You can attach additional EBS volumes and instance store volumes to

your instance, or edit the settings of the root volume. You can also attach additional EBS volumes after launching an instance, but not instance
store volumes. Learn more about storage options in Amazon EC2.

Delete on
Volume Type (i) IOPS (i)  Termination

Root /devisdat snap-276d07e3 o | General Purpose (€ v |  240/3000 Not Encrypte

Add New Volume

size (GiB)

_ . . E ted
Type (i) Device (i) Snapshot (i) i .nic.ryp €

usage tier eligibility and usage restrictions.

Cancel | Prefious EEGEUGEVELLEEULL M Next: Tag Instance

@ Feedback (@ English Privacy Policy ~ Terms of Use

TruView Global has a minimum storage size of 80GB. Set the storage size to a minimum of 80GB
Click Next: Tag Instance
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AWS ~ Services - Bill wallace v N. California v

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5. Tag Instance 6. Configure Security Group

Step 5: Tag Instance
A tag consists of a case-sensitive key-value pair. For example, you could define a tag with key = Name and value = Webserver. Learn mo
about tagging your Amazon EC2 resources.

Key (127 characters maximum) Value (255 characters maximum)
MName
Create Tag (Up to 10 tags maximum)

Cancel | Previous [@GUYCETELLEETLIS M Next: Configure Security Group

. Feedback Q English Privacy Policy Terms of Use

You do not need to add anything here, click Next: Configure Security Group
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i‘i AWS ~ Services ~ Bill Wallace ~  N. California ~  Support

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group

Step 6: Configure Security Group

A security group is a set of firewall rules that control the traffic for your instance. On this page, you can add rules to allow specific traffic to reach
your instance. For example, if you want to set up a web server and allow Internet traffic to reach your instance, add rules that allow unrestricted
access to the HTTP and HTTPS ports. You can create a new security group or select from an existing one below. Learn more about Amazon
EC2 security groups.

Assign a security group: @ Create a new security group

Select an existing security group

Security group name: launc h-wizard-2
Description: launch-wizard-2 created 2015-07-22T13:11:06.739-07:00
Type (i) Protocol (i) Port Range (i) Source (i)
55H v TCP 22 Anywhere v | D.0.0.0/0 (%]
Custom TCP Rule  ~ TCP 3000 Anywhere v | D.0.0.0/0 (%]
Custom UDP Rule ~ UDP 3000 Anywhere v | D.0.0.0/0 (%]
Custom ICMP Rule Echo Reply Y| NA Anywhere v | D.0.0.0/0 (%]
Custom TCP Rule  ~ TCP 27000-27100 Anywhere v | D.0.0.0/0 (%]

Add Rule

A Warning

Rules with sourc of 0.0.0.0/0 allow all IP addresses to access your instance. We recommend setting security group rules to allow
access from knowy IP addresses only.

Cancel Previous Review and Launch

. Feedback o English Privacy Policy Terms of Use

Add 4 new rules and be sure you have all the rules above. Type, Protocol, Port Range, and Source
MUST match above Rules.
After you have all the Rules created, click Review and Launch

NOTE: If you have CLM already running on a server machine in your office, you can open the appropriate
ports (27000 — 27010) to allow TVG to connect to it. This is a more cost effective way, due to the fact that
you will only be running one machine opposed to two on AWS.

If you do plan to run CLM from a server machine in your office Edit: Custom TCP Rule above to Port
Range: 27000-27010, Source: Anywhere

In addition to the all the rules above, Add: Custom UDP Rule — Port Range: 27000-27010, Source:
Anywhere
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1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group

Step 7: Review Instance Launch

Please review your instance launch details. You can go back to edit changes for each section. Click Launch to assign a key pair to your -
instance and complete the launch process.

A Improve your instances’ security. Your security group, launch-wizard-1, is open to the world.

Your instances may be accessible from any IP address. We recommend that you update your security group rules to allow

access from known IP addresses only.
You can also open additional ports in your securlty group to facilitate access to the application or service you're running, e.qg..

HTTP (80) for web servers. Edit se

A Your instance configuration is not eligible for the free usage tier X

To launch an instance that's eligible for the free usage tier, check your AMI selection, instance type, configuration options, or
storage devices. Learn more about free : eligibility and usage restrictions.

¥ AMI Details Edit AMI

TruView Global 1.0.0 Release VM - ami-3bdf207f
) TruView Global 1.0.0

Rooct Device Type: ebs  “irtualization type: hvm

¥ Instance Type Edit instance type

Instance Memory Instance Storage EBS-Optimized Network
Type ECUs VCPUs  4ig) (GB) Available Performance
m4.large 65 | 2 8 EBS only Yes Moderate

v Security Groups Edit security groups

Security group name launch-wizard-1
Description launch-wizard-1 created 2015-08-06T07:16:38.428-07:00
Type (i) Protocol (i) Port Range (i) Source (j)
SSH TCP 22 0.0.0.0/0
Custom TCP Rule TCP 9000 0.0.0.0/0
Custom UDP Rule UDP 9000 0.0.0.0/0
Custom ICMP Rule Echo Reply NIA 0.0.0.0/0

Cancel Previous Launch

. Feedback Q English Privacy Policy Terms of Use

Click Launch
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Select an existing key pair or create a new key pair X

A key pair consists of a public key that AWS stores, and a private key file that you store. Together,
they allow you to connect to your instance securely. For Windows AlIs. the private key file is required
to obtain the password used to log into your instance. For Linux AMIs, the private key file allows you to
securely SSH into your instance.

Note: The selected key pair will be added to the set of keys authorized for this instance. Learn more
about removing existing key pairs from a public AMI .

| Create a new key pair v |
Key pair name '\

[Truview Projectvault \

\ Download Key Pair

You have to download the private key f\e (*.pem file) before you can continue.
Store it in a secure and accessible loc\tion. You will not be able to download the
file again after it's created.

Cancel Launch Instances

You will be prompted to select an existing key pair. Choose Create a new key Pair
Enter Key pair name, such as TruView ProjectVault

Download Key Pair

Then you will be able to Launch Instance

12/40
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Bill wallace ~  N. California ~  Support

Launch Status

V Your instances are now launching

The following instance launches have been initiated: i-ae521465  View launch log

Q Get notified of estimated charges

Create billing alerts to get an email notification when estimated charges on your AWS bill exceed an amount you define (for
example, if you exceed the free usage tier).

How to connect to your instances

Your instances are launching, and it may take a few minutes until they are in the running state, when they will be ready for you to use. Usage
hours on your new instances will start immediately and continue to accrue until you stop or terminate your instances.

Click View Instances to monitor your instances' status. Once your instances are in the running state, you can connect to them from the
Instances screen. Find out how to connect to your instances.

¥ Here are some helpful resources to get you started

« How to connect to your Linux instance « Amazon EC2: User Guide

« Learn about AWS Free Usage Tier « Amazon EC2: Discussion Forum

While your instances are launching you can also
Create status check alarms to be notified when these instances fail status checks. (Additional charges may apply)
Create and attach additional EBS volumes (Additional charges may apply)

Manage security groups

@ Feedback (@ English

Privacy Policy Terms of Use

You will now see Launch Status
Click View Instance
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Allocate New Address X

Are you sure you want to allocate a new IP address?

e .
oI ( Yes, Allocate |

Go to Elastic IPs
Click Allocate New Address
Click Yes, Allocate in the dialog

Allocate New Address

v New address request succeeded

Elastic 1P: 54.153.70.201. View Elastic IP

New Address will be allocated, click Close
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Services v Bill Wallace v  N. California v  Support
EC2 Dashboard Allocate New Address [T Y > 8 @
Events < A
Tags Q Filter by attributes or search by keyword 9 1to10f1
Reports
Limits B ElasticIP « Instance = Private IP Address - Scope
=) INSTANCES @ 54.153.70.201 Allocate New Address s

Instances Release Addresses

Spot Requests

)

Reserved Instances

= IMAGES
AMls
Bundle Tasks

=| ELASTIC BLOCK STORE
Volumes

Snapshots

=| NETWORK & SECURITY
Security Groups
| Elastic IPs

Dlaramant rannc

Right Click on the Address that was just created, and click Associate Address

Associate Address x

Select the instance OR network interf,

Instance

Network In

Private IP Add | Select instance or interface.

) Reassociation

' A Warning

If you associate an Elasyf IP address with your instance, your current public IP address is released. Learn more about public
IP addresses.

Click in the Instance box, and you should see the one instance, or VM that was just created.
Select that Instance/VM and click Associate
Your TruView Global ProjectVault is now running.
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4. Creating a CLM Cloud Machine on AWS

CLM license manager requires a Windows machine to license TruView Global. This next section creates
a Windows server on AWS, giving the ability to activate your TVG EIDs, and connect to the TVG
ProjectVault.

NOTE: If you have CLM already running on a server machine in your office, you can open the appropriate
ports (27000 — 27010) to allow TVG to connect to it. This is a more cost effective way, due to the fact that
you will only be running one machine opposed to two on AWS and you can SKIP steps 4 & 5.

AWS v Services v Bill Wallace v N. California v  Support

Resources ' Account Attributes
4
Events You are using the following Amazon EC2 resources in the US West (N. Supported Platforms
Tags California) region:
VPC
Reports 1 Running Instances 1 Elastic IPs
Limits 1 Volumes 0 Snapshots Default VPC
) INSTANCES 1 Key Pairs 0 Load Balancers Ype-7e43991b
Instances 0 Placement Groups 2 Security Groups
Spot Request) Additional
Create Instance Information

Reserved Instafices
To start using Amazon EC2 you will want o launch a virtual server, known as

A Getting Started Guide
an Amazon EC2 instance.

AlIs Documentation
Bundle Tasks et ot All EC2 Resources
Forums
—| ELASTIC BLOCK STOR Note: Your instandgs will launch in the US West (N. California) region Pricing
Volumes . ~
Service Heakh * Scheduled Events ¢ ComactUs
Snapshots
Go to EC2 Dashboard and Click Launch Instance
ii AWS ~ Services ~ Bill Wallace ~  N. California v  Support
1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5. Tag Instance 6. Configure Security Group
. : c | and Exit
Step 1: Choose an Amazon Machine Image (AM) neetand &

., Microsoft Windows Server 2012 R2 Base _ 2> 5683251

iy
r Micresoft Windows 2012 R2 Standard edition with 64-bit architectur )
Windows [English] 64-bit

Root device type: ebs Virtualization type: hvm

Amazon RDS. Hide
ges it easy to set up, operate, and

vSQL, PostgreSQAL, Oracle, SAL

lent and resizable capacity while managing

t tasks, freeing you up to focus on your

Are you launching a database instance? Tp

. Amazon Relational Database Service (RDS)
scale a relational database of your choice J

Amazon RDS  Server) in the cloud. It provides cost-efj
time-consuming database managery

. Microsoft Wingéws Server 2012 R2 with SQL Server m
! Express - gf-776e8433

Windows Nindows Server 2012 R2 Standard edition, 64-bit 64-bit

Select Microsoft Windows Server 2012 R2 Base
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AWS ~ Services ~ Bill Wallace ~  N. California ~  Support
1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group
Step 2: Choose an Instance Type
Amazon EC2 provides a wide selection of instance types optimized to fit different use cases. Instances are virtual servers that can run
applications. They have varying combinations of CPU, memory, storage, and networking capacity, and give you the flexibility to choose the
appropriate mix of resources for your applications. Learn more about instance types and how they can meet your computing needs.
Filter by: = All instance types Current generation Show/Hide Columns
Currently selected: t2. micro (Variable ECUs, 1 vCPUs, 2.5 GHz, Intel Xeon Family, 1 GiB memory, EBS only)
ey e - e - Mo s e
(] 12.Micro 1 1 EBS only ; Low to
1 2 EBS only - Low to
2 4 EBS only - Low to
2 8 EBS only - Low to
General purpose md large 2 8 EBS only Yes Mot
General purpose md xlarge 4 16 EBS only Yes F
eneral purpose md_2xlarge 8 32 EBS only Yes F
Qeneral purpose md . 4xlarge 16 64 EBS only Yes F
GAneral purpose m4.10xlarge 40 160 EBS only Yes 10c
Geleral purpose m3.medium 1 3.75 1x4(S5D) - Mot
Gengral purpose m3.large 2 7.5 1% 32 (SSD) - Mot

Cancel | Previous EGEUCEVELLEETLLL M Next: Configure Instance Details

@ Feedback (@ English Privacy Policy ~ Terms of Use

Select General purpose t2 micro
Click Next: Configure Instance Details
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AWS ~ Services ~ Bill Wallace ~  N. California ~  Support

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group

Step 3: Configure Instance Details
Caonfigure the instance to suit your requirements. You can launch multiple instances from the same AMI, request Spot Instances to take
advantage of the lower pricing, assign an access management role to the instance, and more.

Number of instances () 1
Purchasing option (i) Request Spot Instances
Network (i) vpc-7e43991b (172.31.0.0/16) (default) v| C create new VPC
subnet (i) No preference (default subnet in any Availability Zo ¥ Create new subnet
Auto-assign Public IP (}) | Use subnet setting (Enable) v
IAM role (i) None v| C Create new IAM role
Shutdown behavior (j) Stop v
Enable termination protection (i) Protect against accidental termination
Monitoring () Enable CloudWatch detailed monitoring

Additional charges apply.

Tenancy (i) Shared tenancy (multi-tenant hardware) v
Additional charges will apply for dedicated tenancy.

» Advanced Details

@ English Privacy Policy ~ Terms of Use

@ Feedback
You can use all default setting here, click Next: Add Storage

18/40



- when it has to be right el‘ca

Geosystems

AWS ~ Services ~ Bill Wallace ~  N. California ~  Support

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group

Step 4: Add Storage
Your instance will be launched with the following storage device settings. You can attach additional EBS volumes and instance store volumes to

your instance, or edit the settings of the root volume. You can also attach additional EBS volumes after launching an instance, but not instance
store volumes. Learn more about storage options in Amazon EC2.

i g Delete on
- - - Size (GiB - - Encrypted
Type (i) Device (i) Snapshot (i) D (£ Volume Type (i) IOPS (i) Termination q IWP
i 0 i
Root Idevisdat snap-3ea7b01a General Purpose (S v| 90/3000 & Not Encrypte

Add New Volume

usage tier eligibility and usage restrictions.

Cancel | Previous WENEVELLEEULL M Next: Tag Instance

@ Feedback (@ English Privacy Policy ~ Terms of Use

CLM doesn’t require a large amount of storage. Set the storage size to 35GB
Click Next: Tag Instance
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i‘i AWS ~ Services Bill Wallace ~  N. California v  Support

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group

Step 5: Tag Instance

Atag consists of a case-sensitive key-value pair. For example, you could define a tag with key = Name and value = Webserver. Learn more
about tagging your Amazon EC2 resources.

Key (127 characters maximum) Value (255 characters maximum)
Name (%]
Create Tag | (Up to 10 tags maximum)

Cancel | Previous GEUEVELLNETLLL M Next: Configure Security Group

Privecy Policy Terms of Use

You do not need to configure anything here, click Next: Configure Security Group

@ Feedback (@ English

i‘i AWS ~ Services Bill Wallace ~  N. California v  Support

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group

Step 6: Configure Security Group

A security group is a set of firewall rules that control the traffic for your instance. On this page, you can add rules to allow specific traffic to reach
your instance. For example, if you want to set up a web server and allow Internet traffic to reach your instance, add rules that allow unrestricted
access to the HTTP and HTTPS ports. You can create a new security group or select from an existing one below. Learn more about Amazon

EC2 security groups.
Assign a security group: @ Create a new security group

Select an existing security group

Security group name: launc h-wizard-1
Description: launch-wizard-3 created 2015-07-22T14:18:56.561-07:00

Type (i) Protocol (i) Port Range (i) Source (i)

RDP v TCP 3389 Anywhere v |§0.0.0.0/0 (%]
Custom TCP Rule  ~ TCP 27000-27100 Anywhere v |§0.0.0.0/0 (%]
Custom ICMP Rule Echo Reply Y| NA Anywhere v |§0.0.0.0/0 (%]
Add Rule

Warnghg

Rules Jvith source of 0.0.0.0/0 allow all IP addresses to access your instance. We recommend setting security group rules to allow
accesy from known IP addresses only.

Cancel Previous Review and Launch

Privacy Policy Terms of Use

Add Rules and be sure you have all the Rules above. Type, Protocol, Port Range, and Source MUST
match above Rules.

After you have all the Rules created, click Review and Launch

@ Feedbazk (@ English
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AWS ~ Services ~ Bill Wallace ~  N. California ~  Support

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5.Tag Instance 6. Configure Security Group

Step 7: Review Instance Launch

Please review your instance launch details. You can go back to edit changes for each section. Click Launch to assign a key pair to your
instance and complete the launch process.

A Improve your instances’ security. Your security group, launch-wizard-1, is open to the world.

Your instances may be accessible from any IP address. We recommend that you update your security group rules to allow access

from known IP addresses only.
You can also open additional ports in your security group to facilitate access to the application or service you're running, e.g.,

HTTP (80) for web servers. Edit security groups

¥ AMI Details Edit AMI

Microsoft Windows Server 2012 R2 Base - ami-c5688281
&y Microsoft Windows 2012 R2 Standard edition with 64-bit architecture. [English]

Root Device Type: ebs  Virtualization type: hvm

v Instance Type Edit instance type

Instance Memory Instance Storage EBS-Optimized Network
Type ECUs  VCPUs  Gip) (GB) Available Performance
t2.micro Variable | 1 1 EBS only - Low to Moderate

v Security Groups Edit security groups

Security group name launch-wizard-1

Description launch-wizard-3 created 2015-07-22T14:18:56.561-07:00
Type (i) Protocol (i) Port Range (i) Source
RDP TCP 3389 0.0.0.0/0
Custom TCP Rule TCP 27000 - 27100 0.0.0.0/0
Custom ICMP Rule Echo Reply MN/A 0.0.0.0/0

» Instance Details Edit instance details

» Storage Edit storage

Edit tags

Cancel Previw

Privacy Policy Terms of Use

» Tags

@ Feedback (@ English
Click Launch
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Select an existing key pair or create a new key pair X

A key pair consists of a public key that AWS stores, and a private key file that you store. Together,
they allow you to connect to your instance securely. For Windows AMIs, the private key file is required
to obtain the password used to log into your instance. For Linux AMIs, the private key file allows you to
securely SSH into your instance.

Note: The selected key pair will be added to the set of keys authorized for this instance. Learn more
about removing existing key pairs from a public AMI .

| Create a new key pair v
Key pair name \

|cLM SERVER AN

\ Download Key Pair

You have to download the private keyNle (*.pem file) before you can continue.
Store it in a secure and accessible locX\on. You will not be able to download the
file again after it's created.

Cancel Launch Instances

You will be prompted to select an existing key pair. Choose Create a new key Pair
Enter Key pair name, such as CLM SERVER
Click Download Key Pair

Select an existing key pair or create a new key pair X

A key pair consists of a public key that AWS stores, and a private key file that you store. Together,
they allow you to connect to your instance securely. For Windows AlIs. the private key file is required
to obtain the password used to log into your instance. For Linux AMIs, the private key file allows you to
securely SSH into your instance.

Note: The selected key pair will be added to the set of keys authorized for this instance. Learn more
about removing existing key pairs from a public AMI .

| Create a new key pair v |

Key pair name
|CLM SERVER

Download Key Pair

‘You have to download the private key file (*.pem file) before you can continue.
Store it in a secure and accessible location. You will not be able to download the
file again after it's created.

Launch Instances

Now you will be able to Launch Instances
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ii AWS + Services v Bill Wallace v  N. California v  Support

Launch Status

V Your instances are now launching

The following instance launches have been initiat€d: i-d96c791b ) View launch log

Q Get notified of estimated charges

to get an email notification whfn estimated charges on your AWS bill exceed an amount you define (for
ed the free usage tier).

How to connect to your instances

Your instances are launching, and it may take a few ghinutes until they are in the running state, when they will be ready for you to use. Usage
hours on your new instances will start immediately ghd continue to accrue until you stop or terminate your instances.

Click View Instances to monitor your instances' gfatus. Once your instances are in the running state, you can connect to them from the
Instances screen. Find out how to connect to yofir instances.

v Here are some helpful resourcefs to get you started
» Amazon EC2: User Guide
« How to connect to your Windows insifince » Amazon EC2: Microsoft Windows Guide

« Learn about AWS Free Usage Tiej « Amazon EC2: Discussion Forum
While your instances are launchingl you can also

Create status check alarms b be notified when these instances fail status checks. (Additional charges may apply)
Create and attach additioffal EBS volumes (Additional charges may apply)

lManage security groug

View Instances

. Faedback Q English Privacy Policy Terms of Use

Take note of the Instance name
Click View Instance
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Services Bill Wallace ~  N. California +  Support
EC2 Dashboard Launch Instance Actions v )
Events 1 A
Tags Q) Filter by tags and attributes or search by keyword Q| K < 1t020f2 > 3
Reports
Limits Name ~ Instance ID ~ Instance Type ~ Availability Zone ~ Instance State ~ Status
(=] INSTANCES CLM Server i-d96c791b t2.micro us-west-1c @ running Z In
| Instances TVG ProjectVault 5a075a md.large us-west-1a @ running @ 22
Spot Requests

Reserved Instances

[=] IMAGES
AMIs

Bundle Tasks

[=] ELASTIC BLOCK STORE
Volumes

M

Snapshots
Select an instance above

1 METWADY 2 CCrlIDTTV

You should see both instances running.
Name each instance for ease of use, cross reference the name that was just noted. That will be CLM
Server, and the other (m4.large) will be TVG ProjectVault.

Allocate New Address X

Are you sure you want to allocate a new IP address?

cancel RGN

Go to Elastic IPs
Click Allocate New Address
Click Yes, Allocate in the dialog
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Allocate New Address

v New address request succeeded

Elastic 1P: 52.8.179.29. View Elastic IP

New Address will be allocated, click Close

AWS + Services v

EC2 Dashboard Allocate New Address [IF-21CL Y
< o & 0

Events

Tags Q, Filter by atiributes or search by keyword @ K < 1to20f2 > 3
Reports
Limits Elastic IP ~  Instance ~  Private IP Address ~ Scope

[=] INSTANCES @ 52817929 Allocate New Address vpe
Instances 54.153.70.201 Release Addresses B (TVG ProjectVault) 172312174 vpc-Te
Spot Requests
Reserved Instances ‘b

[=] IMAGES
AMIs

Bundle Tasks

[=] ELASTIC BLOCK STORE
Volumes

Snapshots

(=] NETWORK & SECURITY
Security Groups
| Elastic IPs

Right Click on the Address that was just created, and click Associate Address
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Associate Address x

Select the instance OR network interface to which you wish to associate this IP address (52.8.179.29)

Instance

~-d96C (CLM Se ) (runn

Network Interface

1915a075a (TVG Projectvault) (Tunning)

Private IP Addpfss Select instance or interface.

Reassociation ®

' A Warning

If you associate an El
|

L4
Click in the Instance box, and you should see two instances, or VMs running
Be sure to select the CLM instances that was just created, or CLM Server
Select that Instance/VM and click Associate

ii AWS + Services v Bill Wallace v  N. California v  Support

EC2 Dashboard [ET LI | Connect | Actions v )

Events 1 <

Tags Q (2] 1to 2 of 2

Reports

Limits Name ~  Instance ID ~ Instance Type ~ Availability Zone ~ Instance State ~ Status

i-d96c791b o @ running & 212

etV ault i-915a075a t Windows Password -1z @ running @ 212

Launch More Like This

Instance State

Instance Settings
Image

Netwaorking
CloudWatch Monitoring

Go to Instances
Right click on CLM Server
Click Connect
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Connect To Your Instance

You can connect to your Windows instance using a remote desktop client of your choice. and by
downloading and running the RDP shortcut file below:

Download Remote Desktop File
When prompted, connect to your instance using the following details:

ElasticIP  52.8.179.29
User name  Administrator
Password Get Password
If you've joined your instance to a directgge#you can use your directory credentials to connect to your

instance.
If you need any assistance conngafng to your instance, please see our connection documentation .

Click Get Password

Connect To Your Instance > Get Password
The following Key Pair was associated with this instance when it was created.

Key Name CLIM SERVER 1.pem

In order to retrieve your password you will need to specify the path of this Key Pair on your local
machine:

Key Pair Path Choose File | CLMSERVER1.pem

Or you can copy and paste the conpfhts of the Key Pair below:

pTIIVrFODOWwo8XGAQ/12/18aq0kel/GnDQaxXyY jaQAUHEL/ jgGo
0f1gyPlI4PuK+RIVEUSETQGOLK ] t8ZAvc188Ebe7TF1MZEBMEVqESO
qCoBwqRUAYLykDnCTwkH1rj3Y/QyZ61xVDHY2qosG7PwS17zUSFpGOE
dTHFgPd1vily/G4]epEFSsLmISNoTHe1q0aT7d6UR16Bdk IxHwaMY z4Hk4eHEdzMI Turbl9kcktm

Decrypt Password

...

Click Choose File and browse to the file that was downloaded on pg 22
Click Decrypt Password

27/40



- when it has to be right ewca

Geosystems

Connect To Your Instance

You can connect to your Windows instance using a remote desktop client of your choice, and by
downloading and running the RDP shortcut file below:

Download Remote Desktop File
When prompted, connect to your instance using the following details:

ElasticIP  52.8.179.29
Username  Administrator

Password

IT you've joined your instance to a directory, you can use your directory credentials to connect to your
instance.
If you need any assistance connecting to your instance, please see our connection documentation .

Take note of IP, User Name, and Password that was just created
Click Close

5. Licensing CLM Server

Remote Desktop
Connection

Computer: 52 .8.179.2% administrator]

Username:  Mone specified

You will be asked for credentials when you connect.

@Shw[_)ptions [ Connect ][ Help ]

On your local PC, start Remote Desktop Connection
Enter your IP\Administrator

'
Windows Security | 2|

Enter your credentials
These credentials will be used to connect to aoakdskldavi0l.

vy

‘!i Idavi

I | 528142171\ Administrator |
|D [ceeasanees ]

Domain: 52.8142.171

Remember my credentials

Co ) o ]|

Click Use another account
Enter IPNAdministrator
Enter Password
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L ™
& Remote Desktop Connection M

fﬁ The identity of the remote computer cannot be verified. Do
/' you want to connect anyway?

The remote computer could not be authenticated due to problems with its
securnty cerfficate. it may be unsafe to proceed.
Certificate name

=] Name in the cerificate from the remote computer:
WIN-GBLARZ1GEHN

Certificate emors

The following emors were encountered while validating the remote
computer's cernficate:

/1 The certfficate is not from a trusted certifying authority.

Do you wart to connect despite these cerificate emors?

Dont ask me again for connections to this computer

o)

Click Yes

Ieica-geosystems.us en/Leica- Cyclon £ ~ & | s Leica Cyclune - 3D Posnt Cl,

Whena has. 1 be right

Solulions | Products | Where To Find Us | Support Services | Video Tutorisls | Mews Center | About Us

Amaricas -» Prodcts - HOS Lases Scanners & W -» HDS Software - Leica Cyelane
Leica Cyclone
30 Paint Cloud Processing Software
Product Information
: Leica Geosystems HDS Cyclone — software madules provide point cloud users
2 Wl e wides1 Set Of WOrK DIOCE8S OpticNS for 1D laser in A the CLM or
bk I engineering. surveying, construction and relaed applications. Client License Manager This nev icense
+ HOS Lasar Scanners & SW. mechanssn i uly explained in e "Loica Cyclone |
Cyclone lefs users ake advanlage of averse, back sight O Ciuition: Chet L icents Mananemest o
Pl LG ihe new Leica iaser scanne for s ik
+ Leica ScanStation P16 topograghic surveys and lets users create plant as-bustt modals mare eficiently from
4 Leica ScanStation C10 er seans. o . 0
e —— iease send me mere information
Hos8810
4 HDSM00
HOS Software
+ Leica Cycione - See an online demo of Cyclane 8 features!
* Leica Cyclone Bl TOFD
+ Leica Clouwors
Leica CloudWonx os
y ks

style using
longer used for any HDS software
Agaitional Information

Description  Downloads  Media

- Leica CioudWors for 3ds Max

4 Lpica ClouiWorx for AuloCAD
Leica Clouans for = Leica Cycione BASIC Data Shee! » Cycione Selup 9.1 320 (486
MicroStation = Lsica Cucions MPORTER Data hast = Cycions Setup 9.1 640 (x64

+ Leica CloudWary fof POMS = Leka Cycions MODEL Dafa Shest = Cyckons 8.1 - Refeass Nolss

L or Rewil = Lekca Cy = CLM Full Package (Locai Lirense Server)
Leica Cloumans for ' » Riease Notes CLM Ful Package

SmariFlant 30 ica Cycions SURVEY Data Shest = Licenss Migration Tool
Leica CiouWory for -~ 2

 SmartPlasl Fview = Leica TruView and Cyclone PUBLISHER Dl Sheel
Léica COE data Wansfer

Leica Trubiew & Cyclans
* PUBLISHER
& Leica TruView Global
Leica Jetsteam
 Leica JetStream ProjectVault
Loica JotSiraam Genarator
* ana Connectors
Laser Distancemeter
+ Lasar Tracker Systems
Lasers
Leica Cagtale.
- Leica FlexLine pus
Leica iCON
L Lpica Nova
Leica Viva

Datashests

L Levas % of Leica_Cyclone_CLM_Full Package_186_164_enzip downloaded 5 min 30 sec remaining Cancel Niew downloads
Lacators

Ea e G o
You will now be connected to your CLM machine on AWS

Go to Cyclone Downloads - http://www.leica-geosystems.us/en/Leica-Cyclone 6515.htm

Download and Install CLM Full Package
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Public
Priva
Ava

Client License Manager for Fioating Licenses

Yerly licannes
‘Verty intornet connection
Ostian

About

Close
~Erter o e ettoment 0 ssprated by smcocns

26 0 Server V11,121 0budd 1466901863

=& Windows Server 2012R2

[ 2l2

Geosystems

BE m
BES e

Open CLM for Floating Licenses
Click Activate new Licenses
Enter TruView Global ProjectVault and Generator EIDs

Public

Client License Manager for Floating Licenses
Geosystams

Cheskall Uncheckal Collapseall N v Entiiements Foptures  Hisrarchy

=& Windows Server 2012R2

Rl e ) L

5 G5 BM
BEE G ams

CLM Machine and Licenses are now configured.
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6. Configure TVG Server to CLM Server

Before continuing, please check that valid TruView Global EIDs have been activated on your Leica CLM
License Server system from section 4 above. Contact Leica support to obtain TruView Global EIDs if you
haven't received them.

The latest release version (beta 0.65)

This will generally be a version I think 1s reasonably likely to work well. If you have a problem with the release
trving out the latest development snapshot (below) to see if I've already fixed the bug. before reporting 1t to me.

For Windows on Intel x86

PuTTY: utty exe {or bw FTP) (RSA sig) (DSA sig)
Pu . = (or by FTP) (RSA sig) (DSA sig)
PSCP: pscp.exe (or by ETP) (RSA sig) (DSA s19)
DRETD- nefn ava (e b BTDY MRKA eim MKA eial

Download PuTTY, which is an interface to connect to TruView Global’s Linux box. The exe can be found
on the following page: http://www.chiark.greenend.org.uk/~sgtatham/putty/download.html

f B
@ PuTTY Cenfiguration ﬁ
Category:
B- Sgssion Basic options for your PuTTY session
i "~ Logging Specify the destination you want to connect to
[=J- Terminal
- Keyboard Host Name (or IP address) Port
- Bell h2.8.208.67 22
- Features nnection type:
=1 Window (") Raw (O Telnet (7) Rlogin @ SSH () Serial
Appea@nce Load, save or delete a stored session
- Behaviour
.. Tranislation Saved Sessions
- Selection VG|
- Colous
[=J- Connection
- Prosy
- Rlogin
[#-55H
 Senal Cloze window on exit:
) Mways () Mever @) Only on clean exit
About l [ Qpen l [ Cancel ]

- | §
Run PuTTY [
Enter the IP Address of TruView Global from AWS. You can Name and Save the Session so you will not
have to remember the IP address.
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B 52.8.208.67 - PuTTY

The server's host key is not cached in the registry. You
have no guarantee that the server is the computer you
think it is.

The server's rsa2 key fingerprint is:

ssh-rsa 2048 04:a6:b4:9c:ed:39:5d:85:b3:0 4 diac:3a:6bi15:5d
If you trust this host, hit Yes to add the key to

PuTT¥'s cache and carry on connecting.

If you want to carry on connecting just once, without
adding the key to the cache, hit Mo.

If you do not trust this host, hit Cancel to abandon the
connection,

| | Cancel

Click Yes

E® 52.8.208.67 - PuTTY

.

Enter the login: truview
Enter password: labolg01
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@ truview@truviewglobal: ~ = X

Type ./set_license_server.sh and hit enter

Services v  Edit v Bill Wallace ~  N. Californ
EC2 Dashboard (EUL L NLE =L | Connect || Actions v )
Events A
Tags 1to 20f 2
Reports
Limits Name Instance ID ~ Instance Type Availability Zone Instance State Status Checks 1
= \. CLM Server i-2287b3e0 t2.micro us-west-1c @ running & 2/2checks... |

TVG ProjectVault i-aeb21465 md.large us-west-1a @ running &@ 2/2checks... f

Spot Requests

Reserved Instances

AMIs
Bundle Tasks

Volumes
Snapshots
Security Groups Instance: || i-2287b3e0 (CLM Server) Elastic IP: 52.8.142.171 HEE
Elastic IPs
Description Status Checks IMonitoring Tags

Placement Groups

. Instance ID  i-2287b3el Public DNS  ec2-52-3-142-171.us-
Key Pairs west-

Network Interfaces jte. amaz onaws.com

Instance state  running
Load Balancers Instance type  t2.micro Elastic IP

Privata NNS in172.31.8- Availahility zona neoweat-1e

You can obtain your CLM Server IP by going to your AWS Instances
Click CLM Server
Take Note of your Public IP
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‘@ truview@truviewglobal: ~ =en x|

You will be prompted to enter the license server's hostname or IP Address. TruView Global will restart.
Note that it may take up to two minutes for license checking to complete. In this example above, the CLM
license machine IP is 52.8.142.171.

Note: If you are using a CLM server in your office you will need to open port 27000-27010 on the CLM

server in your office and then get the pubic IP address for that computer. Once you have the pubic IP
Address enter it in Putty as shown in the image above and continue with installation.
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7. Logging In To TruView Global

Open a web-browser and your Public IP, including :9000.
In the example below, the site is 52.8.208.67:9000
Username and Password is initially: admin

-

leama] [ o[ @] % ]

@B TruView Global 1.0.0 x \
€« C' | [} 52.8.208.67:9000/users/login o=
| 3% Apps @B TVGlobal [BJ Gmail ¥ Gmaps £ Jira Egnyte () Leica WebEx & Bitbucket » (] Other bookmarks
L <®> :
ET78 B 11View Global

‘ Geosystoms

& Sign In

I Remember Me

Sign In

& Reset my password

& Request an account

TruView Global Version 1.0.0 - © 2015 Leica Geosystems - Terms of Use
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8. TruView Global ProjectVault Operations
8.1 Check IP

Once you login to the TruView Global VM you can also check the IP address of your machine using the
ifconfig command.

In this example below, the address is 192.168.37.128. The actual IP address of your TruView Global VM
will be different and it will depend on your local network configuration.

Getting the IP address using ifconfig

truviewgtruviewglobal :~$ ifconfig eth@| grep

inet addr:192.168.37.128 Bcast:192.168.37.255 Mask:255.255.255.8

8.2 Setup VM Network Configuration (optional)

All TruView Global VMs are setup with bridged networking. Your local network configuration may require
you to change the VM network configuration to fit your requirements.

We recommend you consult your VM platform documentation before making changes to the TruView
Global VM network setup:

e VMware Workstation Configuring Network Connections
e Configuring Virtual Networking for Microsoft Hyper-V
e VirtualBox Virtual Networking

8.3 Logout

To log off the VM, type ‘'logout’. The login prompt will be displayed.
8.4 Power off VM
Note: make sure there is no running job in the import queue before shutting down the VM.

If you have to turn off the host computer running TruView Global VM for maintenance, you must first
power off the TruView Global VM. First logon to the VM and then execute the command 'sudo shutdown -
P 0'. You will be prompted to enter the password of the TruView user. Once the VM is powered off, you
can then safely shut down the host computer.

8.5 Setup License Server

Before continuing, please check that valid TruView Global EIDs have been activated on your Leica CLM
License Server system. Contact Leica support to obtain TruView Global EIDs if you haven't received
them.
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ruuieu@truuieuglubal:"$ .sset_license_server.sh

[Set License 3erver for Truliew Global
opyright (C) Z015 Leica Geosystems 1”

Enter your license server's hostname or IP address: | acakdskusan01
License server has been set to 'aocakdskvsamO1’
[Restarting =server

restartProcessId process id 0
restartProcessld process id 1

tvimport | @ 3593 | online | 2 0= 2£.559 MB disabled
tuserver 1 3602 online 2 0333 11.391 HB disabled

ruuieu@truuieuglubal:"S

The TruView Global server needs a valid license to begin accepting connections. To configure the license
server for TruView Global, login to the server and issue the command "./set_license_server.sh'. You will
be prompted to enter the license server hostname. You can enter either the hostname or its IP address.
TruView Global will restart. Note that it may take up to two minutes for license checking to complete. In
this example below, the license hostname is ‘aoakdskvsamO1'.

Alternatively, you can change the license server hostname by editing the file ~/truview/tvserver/tvg.json in
a text editor. The license server hostname is specified in the 'Imserver field.

tvg.json

8.6 Change Passwords

The first thing to do once the VM is up and running is to change the passwords for the
Linux's truview account and the TruView Global administrator user.

8.6.1 Change Password on Linux

After you login as 'truview' with the default password 'labola01, execute ‘passwd'. You will be
prompted to enter the current password and the new password as shown below.

Change Ubuntu truview password

truview@truviewglobal :~% passwd
Changing password truview.
(current) UNIX password:

Enter new UNIX password:
Retype new UNIX-rpassword:
passwd: password updated successfully
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8.6.2 Change TruView Global Administrator Password

You can change TruView Global Administrator password by opening your TruView Global URL in a
browser. Simply point your browser to the IP address of TruView Global VM on port 9000 and follow
the instructions below.

1. For this example, theI ' $ TruView Glebal 1.0.0 *® _

Truview Global server .
<« C | [4 10.41.0.198:9000

is at IP address 10.41.0.198

2. On the login page, sign in as
‘admin' with Q, Sign In

the default password 'admin’
admin

Remember Me

Sign In

3. Click Manage Users

© Settingd, W Manage Users /@ Help ( Log Out

4. Click the key button to
change the admin password & TruView Global ( admin ) ®=

5. Type the new password into
both textboxes

Password

44444

8.7 Updating TruView Global

Leica Geosystems periodically releases minor updates for TruView Global. To get these updates,
login to the VM and run the command "./truview/update.sh' as shown in the example below. TruView
Global will automatically restart after the update is installed. Note that the startup may take up to two
minutes because of license checking.

38/40



[d
- when it has to be right cﬁm_g

Geosystems

Running update

truview@truvigwglobal :~§ _/truview/update.sh

pulling from ssh:

searching changes

adding changesets

adding manifests

adding file changes

added 3 changesets with 4 changes to 4 files
(run to get a working copy)

Latest version available is 1.8.8 2815.8728

5 files updated, @ files merged, @ files removed, @ files unresolved
[PM2] restartProcessId process id @

[PM2] restartProcessId process id 1

[PM2] Process successfully started

| App name | id | mode | pid | status | restart | uptime | memory | watching |

| tvimport | @ | fork | 59989 | online | 3 | es | 17.699 MB | disabled |

| tvserver | 1 | fork | 59917 | online | 3 B | 16.891 MB | disabled |
| I I E— E— U T S R ———————

Use “pm2 show <id|name>” to get more details about an app

8.8 Enable Remote Access to Leica Geosystems Support

In the unlikely event TruView Global server error is encountered and our support team couldn't
resolve the issue by phone, we may ask that you allow remote access to your TruView Global server
for further troubleshooting. To enable remote access for Leica support personnel, execute
"/enable_remote_access.sh' after you login. Then, type 'Yes'.

truviewgtruviewglobal:~% ./fenable_remote_access.sh
This operation will enable Leica Support to access system. You can always disable it later.

Do you want to proceed? Type Yes to enable access: Yes
Remote access enabled.

Hint: double-click to select code

Note that in order for our support to login to your TruView Global server, the server must have a
public IP address that is reachable from the internet.

8.9 Disable Remote Access

To disable remote access, type the command './disable_remote_access.sh' at the command line.

truviewgtruviewglobal:~% ./disable_remote access.sh

Remote access disabled.

8.10 Changing TruView Global Landing Page

The default homepage is the Logln page. If you have the PV Unlimited license, you can change the
default homepage to the Welcome page where thumbnails of TruView projects are visible.command
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line. To change the default homepage, open ~/truview/tvserver/tvg.json in a text editor. Change the
value from "/users/login” to "/welcome". Save the file and restart TruView Global using "pm2 restart
all”.

json.tvg N

Hint: double-cl
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